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COMBINED JOINT MULTILATERAL MASTER MILITARY INFORMATION
EXCHANGE MEMORANDUM OF UNDERSTANDING (CJM3IEM)

AUSTRALIA, CANADA, NEW ZEALAND, UNITED KINGDOM and UNITED STATES
COMBINED JOINT MILITARY INFORMATION EXCHANGE ANNEX

CONCERNING

OPERATIONAL AND TECHNICAL INFORMATION FOR NAVAL 
COMMAND, CONTROL, COMMUNICATIONS, AND COMPUTERS IC4)

0-AUSCANNZUKUS-06-01 

In accordance with the Combined Joint Multilateral Master Military Information Exchange
Memorandum of Understanding (CJM3IEM), which entered into effect 29 June 2004, the
Department of Defence of Australia, the Department of National Defence of Canada, the New
Zealand Defence Force, the Ministry of Defence of the United Kingdom of Great Britain and
Northern Ireland, and the Department of Defense of the United States of America hereby
establish this Combined Joint Military Information Exchange Annex (CJMIEA).

1. PURPOSE

This CJMIEA is an arrangement between the Navies of Australia, Canada, New Zealand, the
United Kingdom, and the United States (hereinafter referred to as "Participants") governing the
exchange of operational and technical information on naval tactical C4 systems of the
Participants. This CJMIEA is initiated to exchange information consistent with the national laws
and regulations of the Participants. It is referred to as the AUSCANNZUKUS Naval C4
CJMIEA and is the successor arrangement to the O-ABCANZ-01-01 arrangement dated 8 May
2001, which expired 7 May 2006.

2. DESCRIPTION

Military Information and Data within, but not limited to, the following C4 areas may be
exchanged under this CJMIEA and includes capabilities and limitations; associated fitting
schedules; technical and procedural interoperability standards; operational and equipment
requirements definition; plans, support, installation, and interface requirements; and test and
evaluation information. The scope of the CJMIEA comprises the following operational and
technical discussion areas:

a. Command and Control (C2) and other C4 systems for maritime and joint use,
including:

(1) Geolocational and situational displays;

(2) Combat/tactical data systems;

(3) Aids to decision making;
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(4) Mission planning systems;

(5) Tactical data link systems; and

(6) Combat Identification (CID).

b. Communications and Data/Information Transfer Systems, including:

(1) Information Exchange Systems (IXS) (e.g. TADIXS, OTCIXS, SSIXS, BGIXS,
and ISDS etc.);

(2) Switched digital networks (including IP networks);

(3) Military messaging systems (e.g. DMS);

(4) Tactical and strategic voice communications systems, to include secure
telephone systems;

(5) Video teleconferencing systems;

(6) Cryptographic systems (including Virtual Private Networks);

(7) Use of commercial equipment;

(8) Frequency management;

(9) Terrestrial and Satellite RF communications systems

(10) Red and Black switching systems (i.e. open systems);

(11) Ship internal communication systems; and

(12) Entertainment and Personal communication systems (i.e. QoL).

c. Any information that has operational or interoperability consequences may be
exchanged under the terms of this Annex. This may include, but is not limited to:

(1) Details of service or planned C4 systems, including:

(a) Hardware;

(b) Software;

(c) Equipment standards;

(d) Operating environments;

(e) Data standards, structures, and management procedures; and
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(f) Picture compilation procedures, techniques, and management including
correlation;

(2) Details of Communication and Information Exchange Systems, including:

(a) Hardware;

(b) Software;

(c) Equipment standards;

Multiplexing schemes;

Bandwidth management techniques;

Multilevel security and compartmentation procedures;

Cryptographic security control, management, and distribution;

Electronic Protection Measures (EPM);

Messaging techniques, procedures, formats, and protocols;

Communications and data/information transfer management and
procedures; and

(k) Gateways and multi-function interpreters;

(3) Operational test, evaluation, and analysis of C4 Systems, including:

(a) Future concepts;

(b) Architectures;

(c) Use of operational analysis to identify interoperability issues and solutions,
and for the support of operational requirements;

(d) Analysis of the effectiveness of C4 systems;

(e) Exchange of lessons learned; and

(f) Interoperability demonstrations (e.g. CWID);

(4) C4 interoperability aspects of Information Operations (JO);



(5) Environmental, safety, and training issues, including:

(a) RADHAZ;

(b) TEMPEST;

(c) EMI avoidance; and

(d) Training standards.

(6) Any additional information necessary for the maintenance and improvement of
C4 interoperability between Participants.

	

3.	 OBJECTIVE

a. The scope of this CJMIEA permits the exchange of Military Information and Data on
the basis that such exchanges will be on a balanced reciprocal basis of approximately
equivalent value among the CJMIEA Participants, quantitatively and qualitatively in
accordance with Section II (Objective & Scope) of the CJM3IEM.

b. All Military Information and Data exchanges under this CJMIEA will conform with
the provisions of the CJM3IEM, including the exclusions of information and data as
contained in Section II (Objective & Scope) of the CJM3IEM.

	

4.	 SCHEDULE

This CJMIEA will remain in effect for a period of five years from the date of last signature.
unless amended or extended by mutual written consent. Before the expiration of this CJMIEA,
the Authorities of the respective Participants will review the CJMIEA and may, by written
mutual consent, extend the CJMIEA for additional periods up to five years each.

	

5.	 FUNDING

Each Participant will bear costs of its own effort in carrying out this co-operative effort. There
are anticipated to be no jointly incurred costs and no exchanges of funds between the
Participants. Furthermore, this CJMIEA provides no authority for transfer of funds or placement
of contracts in accordance with Section IV (Financial & Contractual Arrangements) of the
CJM3IEM.



6. SPECIAL ARRANGEMENTS

a. A Participant (including its contractor support personnel) may use the Military
Information and Data received under this CJMIEA for Defense purposes only. The
specific prior written consent of the originating Participant is required for any other
use or disclosure, including disclosure to contractors or Third Parties, in accordance
with Section V (Disclosure and Use of Information) of the CJM3IEM.

b. All Military Information and Data exchanges under this CJMIEA will conform with
the security provisions of the CJM3IEM including Sections VI (Controlled
Unclassified Information), VII (Visits to Establishments) and VIII (Security) of the
CJM3IEM.

c. Comprehensive lists of Action Desk Officers, Local Action Desk Coordinators, and
establishments are reflected in the country appendices. Each Participant will be
responsible for maintaining the currency of its respective appendix and for providing
copies thereof to the other Participants. Appendix 6 reflects the required flow for the
transmission and processing of correspondence and documents. Appendix 7 provides
the required flow for foreign visit requests.

7.	 CLASSIFICATION
The highest classification level of information to be exchanged under this CJMIEA is
SECRET.

8.	 TERMINATION and DURATION of this CJMIEA

a. This CJMIEA may be terminated at any time, either by termination of the CJM3IEM
or by the written consent of the Authorities of the respective Participants, who will
consult at the appropriate level prior to the date of termination to ensure termination
on the most equitable terms. In the event an Authority desires to withdraw from this
CJMIEA, it may withdraw upon 60 days written notification to the Authorities of the
other respective Participants. Termination or withdrawal from this CJMIEA will be
subject to the provisions of Section XII (Entry into Effect, Duration, Amendment,
Withdrawal and Termination) of the CJM3IEM; and

b. The respective rights and responsibilities of the Participants regarding Section V, VI,
VII, VIII, LX and X of the CJM3IEM will continue notwithstanding termination,
withdrawal, or expiration of this CJMIEA. Any contributed information will be
retained, under the principle that once information has been contributed to the group,
it stays with the remaining members of the group.

c. Under no circumstances will the duration of this CJMIEA exceed the duration of the
governing CJM3IEM.

9.	 The provisions of Appendices 1, 2, 3, 4, 5, 6 and 7 form part of this CJMIEA.

Signed in five original copies, in English, by authorized representatives.

A-7



FOR THE DEPARTMENT OF

R. Davidson
Commodore, CF
Director General Maritime Personnel and
Readiness
24 May 2006
Quebec City, Canada

FOR THE SECRETARY OF STATE FOR
DEFENCE OF THE UNITED KINGDOM
OF GREAT BRITAIN AND NORTHERN
IRELAND:

P.A. Jones,
Commodore, RN
Assistant Chief ofStaff to CINCFLEET and
Director CIS (Navy)

24 May 2006
Quebec City, Canada

CERTIFIED TO BE A TRUE COPY

HE NEW ZEALAND DEFENCE

FOR THE DEPARTMENT OF
DEFENCE OF AUS	 IA:

evelopment

N. Perry
Commodore, RAN
Dector General Maritime

24 niaC120
Quebec City, Canada

D. V. Anson, ADC
Commodore, RNZN
Maritime Component Commander

24 May 2006
Quebec City, Canada

FOR THE DEPARTMENT OF
DEFENSE OF THE UNITED STATES
OF AMERICA:

K.W. Deutsch
Rear Admiral, USN
Director, Net Centric Warfare,
Office of the Chief of Naval Operations

2 Jun 2006
Pentagon, Washington, DC



Appendix 1

AUSTRALIAN APPENDIX OF AUTHORITIES AND ESTABLISHMENTS FOR
AUSCANNZUKUS NAVAL C4 CJMIEA

The Australian establishments and authorities listed below are involved in this project. Requests
to modify this list will be submitted to the Australian Action Desk Officer, with a copy to the
Local Action Desk Coordinator.

A. AUTHORITIES:

1. Director of Naval C4ISREW
CP4-4-043
Campbell Park Offices
Campbell, ACT, 2600
(Australian Action Desk Officer)

2. Navy Staff Officer C4I & NCW
Office of Naval Attaché
Australian Embassy
1600 Massachusetts Avenue
Washington, DC 20036
(Local Action Desk Coordinator)

ESTABLISHMENTS: 

1.	 Deputy Chief of Navy
Department of Defence (Navy Headquarters)
Russell Offices
Canberra, ACT 2600

a. Director General Naval Capability, Performance and Plans (DGNCPP)
b. Director General Navy Strategic Policy and Futures (DGNSPF)
c. Deputy Chief Information Officer - Navy (DCIO-N)
d. Naval Scientific Adviser

2.	 Commander Australian Navy Systems Command
Department of Defence (Navy Systems Command)
Campbell Park Offices
Canberra, ACT 2600

a. Director General Navy Systems (DGNAVSYS)
b. Director Navy C4ISREW (DNC4ISREW)
c. Director Fleet Information System Support Office (DFISSO)



3. Maritime Commander Australia
Maritime Headquarters (MHQ)
20A Wylde St.
Potts Point, NSW 2011

a. Chief Staff Officer Operations (CSOO)
b. Chief Staff Officer Warfare (CSOW)
c. CMDR Deployable Joint Force HQ (Maritime) (DJFHQ (M))
d. Commander Australian Navy Surface Group (COMAUSNAVSURFGRP)
e. Commander Australian Navy Air Group (COMAUSNAVAIRGRP)
f. Commander Australian Navy Submarine Group

(COMAUSNAVSUBGRP)
g. Commander Australian Navy Hydrographic, Meteorological and

Oceanographic Group
(COMAUSNAVHMGRP / Hydrographer)

h. Commander Australian Navy Mine Warfare and Diving Group
(COMAUSNAVMCDGRP)

i. Commander Australian Navy Amphibious and Afloat Support Group
(COMAUSNAVAASGRP)

j. Commander Australian Navy Patrol Boat Group
(COMAUSNAVPBGRP)

	

4.	 Training Authority – Maritime Warfare (TA-MW)
HMAS WATSON
Watson Bay, NSW 2030

	5.	 Defence Force Schools of Signals-Maritime Wing (DFSS-MW)
HMAS CERBERUS,
Westernport, VIC 3920

	6.	 Defence Material Organisation Chief Executive Officer
Department of Defence (Defence Material Organisation)
Russell and Campbell Park Offices
Canberra, ACT 2600

a. Maritime Systems Division
b. Electronic and Weapons System Division
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7.	 Chief Capability Development Group
Department of Defence (Capability Development Group)
Russell Offices
Canberra, ACT 2600

a. Director General Maritime Development (DGMD)
b. Director General Integrated Capability Development (DGICD)

	

8.	 Chief Information Officer Group
Department of Defence (Chief Information Officer Group)
Russell and Campbell Park Offices
Canberra, ACT 2600

a. Head Information System Division (HISD)
b. Head Information Capability Management Division (HICMD)

	

9.	 Defence Science and Technology Organisation (DSTO)
DSTO Edinburgh, SA 5111

a.	 Information Networks Division

	

10.	 The Australian Navy Attaché and Accredited Representatives
Embassy of Australia
1600 Massachusetts Avenue
Washington, DC 20036



Appendix 2

CANADIAN APPENDIX OF AUTHORITIES AND ESTABLISHMENTS FOR
AUSCANNZUKUS NAVAL C4 CJMIEA

The Canadian establishments and authorities listed below are involved in this project. Requests
to modify this list will be submitted to the Director Maritime Requirements Sea via the Canadian
Action Desk Officer and Local Action Desk Coordinator.

A.	 AUTHORITIES:

1. National Defence Headquarters
Director, Maritime Requirements (Sea)
Ottawa
Ontario, Canada K1A OK2
(Canadian Action Desk Officer)

2. Assistant Canadian Forces Naval Attaché (Engineering)
Canadian Defence Liaison Staff
501 Pennsylvania Avenue N.W.
Washington, DC 20001
(Local Action Desk Coordinator)

B. ESTABLISHMENTS:

1. National Defence Headquarters
Ottawa, Ontario
Canada K1A 0K2

a. Director General Maritime Force Development (DGMFD);
b. Director Maritime Requirements Sea (DMRS);
c. Director Maritime Ship Support (DMSS);
d. Director General Aerospace Equipment Project Management (Maritime)

(DAEPM (M));
e. Deputy Scientific and Technology Maritime (DSTM);
f. Director General, Maritime Equipment and Project Management (DGMEPM);
g. Director General Information Systems Delivery Support (DGISDS);
h. Director Information Management Operational and Strategic Direction

(DGIMOSG);
i. Director Maritime Program Operational Readiness (DMPOR); and
j. Director Maritime Information Management and Requirements (DMIMR);

2. Canadian Forces Naval Attaché
Canadian Defence Liaison Staff Washington
501 Pennsylvania Avenue, NW
Washington, DC 20001
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3. Canadian Forces Naval Attaché
Canadian Defence Liaison Staff London
1 Grovesnor Square
London W1X OAB, England

4. Assistant Deputy Minister
Science and Technology (ADM ST)
Department of National Defence
Constitution Bldg
305 Rideau St
Ottawa, Ontario
KlA OZ4

5. Maritime Forces Atlantic Headquarters (MARLANTHQ)
PO Box 99000, Stn Forces
Halifax, NS
Canada B3K 5X5

6. Maritime Forces Pacific Headquarters (MARPACHQ)
PO Box 17000, Stn Forces
Victoria, BC
Canada V9A 7N2



Appendix 3

NEW ZEALAND APPENDIX OF AUTHORITIES AND ESTABLISHMENTS FOR
AUSCANNZUKUS NAVAL C4 CJMIEA

The New Zealand establishments and authorities listed below are involved in this project.
Requests to modify this list will be submitted to the Naval Staff, Headquarters New Zealand
Defence Fore; via the New Zealand Project Officer, with a copy to the Local Project
Coordinator.

AUTHORITIES:

1. Assistant Chief of Navy (Capability)
Headquarters New Zealand Defence Force
Private Bag
Wellington, New Zealand
(New Zealand Action Desk Officer)

2. Royal New Zealand Naval Attaché
New Zealand Embassy Defence Staff
37 Observatory Circle
Washington, DC 20008
United States
(Local Action Desk Coordinator)

3. Assistant Chief of Development
Headquarters New Zealand Defence Force
Private Bag
Wellington, New Zealand

ESTABLISHMENTS: 

1. Assistant Chief of Navy (Capability)
Headquarters, New Zealand Defence Force
Private Bag
Wellington, New Zealand

2. Director Naval Command, Control, Communications, Computers and Information
(DNC41)
Naval Staff, Defence Headquarters
Private Bag
Wellington, New Zealand



3. The New Zealand Naval Attaché and Accredited Representatives
New Zealand Embassy Defence Staff
37 Observatory Circle
Washington, DC 20008

4. The New Zealand Naval Attaché and Accredited Representatives
New Zealand Defence Liaison Staff
New Zealand High Commission
Haymarket
London SW1 4TQ
United Kingdom

5. The New Zealand Naval Liaison and Accredited Representatives
New Zealand Defence Liaison Staff
New Zealand High Commission
Commonwealth Avenue ACT
Australia

6. The Director Communications - Electronics
Air Staff, Defence Headquarters
Private Bag
Wellington, New Zealand

7. C4ISR Programme Office
Headquarters New Zealand Defence Force
Private Bag
Wellington, New Zealand
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UK APPENDIX OF AUTHORITIES AND ESTABLISHMENTS FOR
AUSCANNZUKUS NAVAL C4 CJMIEA

The United Kingdom establishments and authorities listed below are involved in this project.
Requests to modify this list will be submitted to the Ministry of Defence via the United Kingdom
Action Desk Officer, with a copy to the Local Action Desk Coordinator.

A. AUTHORITIES:

1. Assistant Chief of Staff to CINCFLEET (C4ISR) and Director CIS (Navy)
Fleet Headquarters
Leach Building
Whale Island
Portsmouth
HANTS P02 8BY
(UK Action Desk Officer)

2. Commander British Navy Staff (Washington)
British Embassy
3100 Massachusetts Avenue NW
Washington DC 20008
(Local Action Desk Coordinator)

B. ESTABLISHMENTS: 

1. Deputy Chief of Defence Staff (Commitments)
Ministry of Defence
Main Building
Whitehall
LONDON
SW1A 2HB

2. Commander in Chief Fleet
Fleet Headquarters
Leach Building
Whale Island
Portsmouth
HANTS P02 8BY

3. Commander in Chief Fleet
Northwood Headquarters
Northwood
Middlesex
HA6 HIP
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4. Director Intelligence SIGINT Policy
Ministry of Defence
Old War Office Building
Whitehall
LONDON
SW1A 2EU

5. Directorate of Concepts and Technology.
Ministry of Defence
Main Building
Whitehall
LONDON SW1A 2HB

6. Capability Manager (Strategic Deployment)
Ministry of Defence
Main Building
Whitehall
LONDON SW1A 2HB

7. Director Equipment Capability (Underwater Effects)
Ministry of Defence
Main Building
Whitehall
LONDON SW1A 2HB

8. Director Equipment Capability (Expeditionary Logistics and Support)
Ministry of Defence
Main Building
Whitehall
LONDON SW1A 2HB

9. Director of Equipment Capability (Command Control & Information Infrastructure)
Ministry of Defence
Main Building'
Whitehall
LONDON
SW lA 2HB

10. Director of Equipment Capability (ISTAR)
Ministry of Defence
Main Building
Whitehall
LONDON
SW1A 2HB



11. Director Equipment Capability (Above Water Effects)
Ministry of Defence
Main Building
Whitehall
LONDON
SW1A 2HB

12. Defence Communication Services Agency
HQ DCSA
Basil Hill Barracks
Park Lane
Corsham
SN13 9NR

And authorised Integrated Project Team Leaders

13. Royal Naval Liaison Officer
British Defence Staff
Ottawa
Canada

And accredited representatives

14. Royal Naval Liaison Officer
British Defence Liaison Staff
Canberra
Australia

And accredited representatives

15. Executive Director 4 / Controller of the Navy
Defence Procurement Agency
MoD Abbeywood
BRISTOL
BS34 8JH

And authorised Integrated Project Team Leaders

16. International Relations Group
Defence Procurement Agency
MoD Abbeywood
BRISTOL
BS34 8.111



17. Defence Science and Technical Laboratories Porton Down
Salisbury
Wilts
SP40 JQ

18. Defence Science and Technical Laboratories
Technical Director
Ively Road
Farnborough
GU14 OLX

19. Defence Science and Technical Laboratories Portsdown
Naval Systems Director
Portsdown Hill
Fareham
Hants
P017 6AD

20. Director Defence Science and Technical Laboratories Malvern
Director CIS
DSTL South Site
St. Andrews Road
Malvem
Worcs
WR14 1LL
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U.S. APPENDIX OF AUTHORITIES AND ESTABLISHMENTS FOR
AUSCANNZUKUS NAVAL C4 CJMIEA

United States authorities and establishments listed below are involved in this CJMIEA. Requests
to modify this list will be submitted to the Navy International Programs Office via the U.S.
Technical Action Desk Officer (CNO N71I)

A. AUTHORITIES:

1.	 Chief of Naval Operations (N6)
Department of the Navy
2000 Navy Pentagon
Washington DC 20350-2000
(U.S. Project Officer/N6F421)

B. ESTABLISHMENTS:

1. Commander Fleet Forces Command
1562 Mitscher Avenue Suite 250
Norfolk, VA 23551-2847

2. Commander US Pacific Fleet
250 Makalapa Drive
Pearl Harbor, HI 96860-3131

3. Commander US Naval Forces Europe
PSC 802 Box 2
FPO AE 09499-0152

4. Commander
US Naval Forces Korea
Unit 15250
APO All Pacific 96205-0023

5. Commander
US Naval Forces Central Command
FPO AE 09501-6008

6. Commander
Second Fleet
FPO AE 09506-6000
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7. Commander
Third Fleet
FPO AP 96601-6001

8. Commander
Fifth Fleet
FPO AE 09501-6024

9. Commander
Sixth Fleet
FPO AE 09501-6002

10. Commander
Seventh Fleet
Unit 25104
FPO All Pacific 96601-6003

11. Chief of Naval Operations
2000 Navy Pentagon (Code as appropriate)
Washington, DC 20350-2000

12. Commander Naval Network Warfare Command
2465 Guadalcanal Road
Norfolk, VA 23521-3228

13. Commander Naval Network Warfare Command
Information Operation Directorate (formerly Commander, Naval Security Group
HQ)
9800 Savage Road
Suite 6585
Fort Meade, MD
20755-6585

14. Director of Test & Evaluation & Technology Requirements (N091)
Department of the Navy
2000 Navy Pentagon
Washington, DC 20350-2000



15. Commander, Naval Sea Systems Command
1333 Isaac Hull Avenue S. E.
Washington Navy Yard, D.C. 20376

16. Commander, Naval Air Systems Command
47123 Buse Road, B2272 Unit IPT
Patuxent River, MD 20670-1547

17. Commander
Space and Naval Warfare Systems Command
4301 Pacific Highway
San Diego, CA 92110-3127

18. Commander, Space and Naval Warfare Systems Center
53560 Hull Street
San Diego, CA. 92152-5001

19. Commanding Officer
Naval Research Laboratory
4555 Overlook Drive
Washington, DC 20375

20. Commanding Officer
Naval Air Warfare Center Aircraft Division (NAWCAD)
22347 Cedar Point Road Bld 2185 Room 3255
Patuxtent River, MD 20670-1161

21. Commanding Officer
Navy Center for Tactical Systems Interoperability
53690 Tomahawk Drive
Suite Al25
San Diego, CA. 92147-5082

22. Commander Naval Network and Space
Operations Command
5280 Fourth Street
Dahigren, VA. 22448-5300

23. Commander
Naval Surface Warfare Center
1333 Isaac Hull Avenue SE
Washington Navy Yard, DC 20376-7101



24. Commanding Officer Information Operations Command Norfolk
(formerly Fleet Information Warfare Center)
2555 Amphibious Drive
Norfolk, VA. 23521-3225

25. USDAO London
U.S. Embassy
PSC 801 BOX 54
FPO AE 09498, 4054

26. USDAO Ottawa
U.S. Embassy
Box 1514 Ottawa
Ontario, Canada KIP 5R5

27. USDAO Canberra
Department of State Pouch Room
Washington, D.C. 20521-7800

28. USDAO Wellington
U.S. Embassy
PSC 467 BOX 1
FPO AP 96531-1001
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Appendix 6

FLOW CHART FOR TRANSMISSION OF CORRESPONDENCE AND DOCUMENTS 

0 •	 .1,',116"-"c,	
.6-1-•	 ,o4.:A 4

United States Addressee's Local Action Desk Copy of covering letter not required
Action Desk Officer Coordinator because addressee's Local Action
(Washington, DC) Desk Coordinator is the Naval (2)

Then to Attache/Liaison Officer
Washington

Addressee's Action Desk Officer
United Kingdom Action Desk Addressee's Local Action Desk Copy of covering letter only to

Officer Coordinator addressee's Naval Attache/Liaison
Officer London (2)

To Then to

United Kingdom Addressee's National Action Desk
Local Action Desk Coordinator Officer (1)

Washington, DC
Canadian Action Desk Officer Addressee's Local Action Desk

Coordinator
Copy of all correspondence to
addressee's Naval Attache/Liaison

To Officer (2)
Then to

Canadian
Local Action Desk Coordinator

ashin on DC
Addressee's National Action Desk

Officer 1
Australian Action Desk Officer Addressee's Local Action Desk

Coordinator
Copy of cover letter only to
addressee's Naval Attache/Liaison

To Officer Canberra (2)
" 	 1!::.1.;"..‘ Then to

Australian
Local Action Desk Coordinator Addressee's National Action Desk

Washin on DC Officer 1

'•	 • New Zealand Action Desk Officer Addressee's Local Action Desk Copy of cover letter only to
addressee's Naval Attache/LiaisonCoordinator

To Officer Wellington (2)

Then to
New Zealand

Local Action Desk Coordinator Addressee's National Action Desk
4.41	 Washin ton DC Officer 1

NOTES: (1) Since the U.S. does not have a Local Action Desk Coordinator, material designated for the U.S. will go via the originator's Local Action Desk

Coordinator directly to the U.S. National Action Desk Officer.

(2) This non-standard arrangement for the transmission of material is authorized only by virtue of the fact that the permanent structure of the AUSCANNZUKUS
C4 Organization is physically located in Washington, D.C.
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Appendix 7

FLOW CHART FOR VISIT REQUESTS 

;..."	 ..	 <:

•.,,
,"	 i1

NEW ZEALAND
'	 -,-.....--

UNITED KINGDOM
,................	 ...........	 ........

UNITED STATES

..,

r

,..
^;..	 ...	 ,'

,

't, ,	 ?

a. AU Naval Representative a. AU Naval Representative	 Washington DC

•	 •	 • "	 r b. AU Action Desk Officer b. AU Action Desk Officer

c. NZ Action Desk Officer c. UK Action Desk Officer
c. US Action Desk
Officer

1111
c. US Action Desk
Officer

.,

-...

I R}

'"	 - a. NZ Action Desk Officer

b. CA Action Desk Officer/
Local Action Desk
Coordinator

a. UK Action Desk Officer

b. CA Action Desk Officer/
Local Action Desk

rdina •r
c. UK Local Action Desk
CoordinatorCoordinator

,.
.

s , 1

•

.:,

• a. NZ Naval Attache,

coon Desk

0

3

10
,--

b. UK Action Desk

c. US Action Desk
Officer

kS

UNITED STATES

a. USDAO Canberra

b. Country Clearance
Request message IAW
DoD 4500.54G

a. USDAO Ottawa	 •

b. Country Clearance
Request message IAW
DoD 4500.54G

a. USDAO Wellington

b.	 untry Clearance
Request message IAW DoD
4500.54G

c. AU Action Desk Officer c. CA Action Desk Officer c. NZ Action Desk Officer c. UK Action Desk Officer

To:
b. Via:
c. Copy to:

Note 1 For input into the US DoD Automated Foreign Visit System
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