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AGREEMENT BETWEEN THE DEPARTMENT OF DEFENSE OF THE UNITED STATES
OF AMERICA AND THE KINGDOM OF SAUDI ARABIA, MINISTRY OF DEFENSE AND
AVIATION GOVERNING INDUSTRIAL SECURITY ARRANGEMENTS

1. PURPOSE.

The Department of Defense (DoD) of the United States of America and the Ministry of
Defense and Aviation-(MODA) of the Kingdom of Saudi Arabia, hereinafter “the Parties,”
wish to support joint cooperation and develop their economic and industrial cooperation.
They proceed from the historical relations between the two countries. The purpose of this
Agreement is to identify the requirements necessary to provide security protection for
classified information in any form, including that contained in materiels or equipment used
by Saudi and American industrial companies that are dealing with security classified
information for both parties.

This Agreement does not change, modify or terminate any previous agreements
between the respective governments. The Agreement builds on arrangements between
the governments for the safeguarding of all classified military information provided by either
government to the other. _

2. SCOPE OF AGREEMENT.

A_ This Agreement establishes details regarding the channels of communication and
the application of security principles for the protection of classified military information.

B. Within the framewaork of their national legislation, each Party shall take all
appropriate measures to ensure the protection of classified military information or materiel
provided pursuant to this Agreement.

C. This Agreement shall apply equally to contracts, subcontracts, pre-contract
negotiations or other government-approved agreements (hereinafter referred to as
"classified contracts") with or between private companies lnvolwng classified military
information or matenel of either or both Parties.

3. 8 PE ONS.

For the purpose of this Agreement classified military information is that official military
information or materiel which, in the interests of national security of the releasing
govermnment, and in accordance with applicable national laws and regulations, requires
protection against unauthorized disclosure and which has been designated as “classified
information” by appropriate security authority. This includes any classified information, in
any form, including written, oral, or visual, Materiel may be any document, product, or
substance on, or in which, information may be recorded or embodied. Materiel shall
encompass everything regardless of its physical character or makeup including, but not
limited to, documents, writing, hardware, equipment, machinery, apparatus, devices,
models, photographs, recording, reproductions, notes, sketches, plans, prototypes,




designs, configurations, maps, and letters, as well as all other products, substances, or
items from which information can be derived.

4. MARKING, DOWNGRADING AND REPRODUCTION.

A. Each Party shall mark-or cause to be marked classified military information received
from the other Party, or derived or reproduced therefrom; with its equivalent national
classification. National documents that contain classified information provided by the other
Party shall be marked so as to identify the information provided by the other Party. The
following are equivalent classifications:

United States of America Saudi Arabia

TOP SECRET Is equivalent to Al g

SECRET Is equivalentto  fa s g —u

CONFIDENTIAL Is equivalent to g —

No equivalent Is equivalent to J3—B-aa See paragraph B, below

B. Information provided to the Department of Defense of the United States by the
Kingdom of Saudi Arabia that is classified RESTRICTED ( js—-aa ) shall be marked
“SAUDI ARABIA RESTRICTED INFORMATION, Protect as U.S. CONFIDENTIAL -
Modified Handling Authorized” in accordance with DOD 5200.1-R, "Information Security

Program Reguilation."

C. Classified military information or materiel provided by either Party to the other, or
derived or reproduced therefrom, shall not be regraded or declassified by the recipient
Party except with permission of the competent security authority of the originating Party.

D. In the event the originating Party regrades or declassifies classified military
information or materiel that has been provided to the other Party, the recipient Party will be
notified in a timely manner.

E. The réproduction of each Party’s Top Secret information requires the permission of
the originator.

F. Either Party may dispose of classified documents received from the other Party
when the documents are no longer required for use. Instructions shall be provided in the
contract stating whether the documents are to be destroyed by the contractor or returned to
the originating Party. Destruction shall be in accordance with classified document
destruction regulations of the Party performing the destruction.

5. TRANSMISSION.

A. Classified military information or materiel shall be transmitted through government
channeis except as may be authorized pursuant to paragraph B. below. A competent
security authority of the recipient Party shall confirm receipt of the classified military
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information or materiel and shall forward the information or materiel through authorized
channels to-the agency to whom the information or materie! is addressed.

. B. Forthe purposes of this section, the responsible government securty agency for
DoD is the Defense Security Service (DSS). The responsible government security agency
for MODA is the Military Security Department, J-2 (MSD, J2). These agencies must
authorize the transmission of information or materiel with a security classification not higher
than SECRET pertaining to a precisely identified contract by means other than a diplomatic
or military courier service, if use of such courier service would unduly impede the execution
of a contract or is impractical for bulk shipments. When a person other than an employee
of a diplomatic or military courier service transports such information or materie! the
following provisions shall apply, as a minimum:

(1) When hand carriage is proposed, a transportation plan shall be prepared by the
transmitting Party and provided to the receiving Party in advance of the proposed date of
departure. The information or materiel must be retained in the courier's personal custody at

all times while en route,

_ (2) The courier must have a security clearance équal to the classification of the
information or materiel involved.

(3) The courier must travel, without delay, on regutarly scheduled commercial
conveyances or government owned transports. -

(4) When classified military information or materiel is of such volume that it cannot
be transported in the possession of a courier, the type of transport, the route and the type
of escort shall be established in a transportation plan which shall be mutually agreed to
between the responsible government security agencies.

{5) Alist of the classified military information or materiel being conveyed must be
provided to and retained by a competent security authority of the transmitting Party. Also, a
copy of this list must be provided at the time of delivery, along with the information or
materiel, to a competent security authority of the recipient Party who must inventory.and

verify receipt.

(6) The cdurier must be given a certificate of receipt by the competent security
authority of the transmitting Party for signature by the competent security authority of the
recipient Party. A copy of the signed receipt shall be returned to the transmitting Party.

(7) The classified military ihfonnation or materiel must be packaged in compliance
- with the regulations of the transmitting Party.

(8) The competent security authority of the transmitting Party shall brief the courier
on his or her responsibilities and the security requirements for protecting classified military
information or materiel and actions to be taken in an emergency or if compromise is
suspected. In addition, the courier shall be issued a courier's identity document that the
courier must retain in his or her possession. :




6. D T PROCEDU .
A. Procedures in Saudi Arabia.

(1} MSD, J2 shall be responsible for providing facility security clearances and
persannel security clearances for contractors within Saudi Arabia to U.S. authorities. MSD,
J2 is the agency of the Saudi Arabian Government through which U.S. departments or
agencies, or the-BSS on behalf of U.S. defense contractors, shall arrange the security
aspects of classified contracts awarded to contractors in Saudi Arabia. Requests for such
arrangements shall be made to MSD, J2, through the U,S..Military Training Mission
(USMTM) in Riyadh.

. (2) Prior to authorizing the disclosure of classified military information or materiel to
. ' a contractor or prospective contractor in Saudi Arabia, the U.S. contracting department or
‘‘agency, or the DSS on behalf of U.S. contractors, shall communicate with MSD, J2,
through the USMTM in Riyadh to obtain information as to the contractor's facility security
clearance; obtain information as to the security clearance of the contractor’s personnet with
whom pre-contract or contract discussions are anticipated; and ascertain the ability of the
facility to properly store classified information or materiel.

B. Procedures in the United States of America.

(1) DSS shall be responsible for providing facility security clearances and personnel
security clearances for contractors within United States to MODA authorities. DSS is the
agency of the United States Government through which Saudi departments or agencies, or
the MSD, J2 on behalf of Saudi Arabian defense contractors, shall arrange the security

aspects of classified contracts awarded to contractors in the United States. Requests for
such arrangements shail be made to the Saudi Arabian Embassy in Washington, DC.

(2) Prior to authorizing the disclosure of classified military-information or materiel to a
contractor or prospective contractor in the United States, Saudi departments or agencies,
or the MSD, J2 on behalf of Saudi Arabian defense contractors, shall communicate with
DSS through the Saudi Arabian Embassy in Washington, D.C. to obtain information as to

' the contractor's facility security clearance; obtain information as to the security clearance of
~ ™ —the contractor's personnel with whom pre-contract or contract discussions are anticipated;
and ascertain the ability of the facility to properly store classified information or materiel.

7. VISITS.

A. Visits that involve the release of, or access {0, classified military information or
materiels require the prior approval of both Parties. Approval for such visits shall be granted
only to persons possessing valid security clearances at the requisite classification level.
Authorization for visitors to have access to classified military information or materiel shail
be limited to that necessary for official purposes. When requested, authority to visit the
facility of a prime contractor shall be considered to include facilities of a subcontractor
engaged in performance of work in connection with the same prime contract.
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B. Requests for approval of a visit to facilities in the United States shall include the
following information:

(1) The name of the government agency or company sponsoring the visit; including
the postal address, telephone number, and telex or telefax number.

: (2) The full name and address of the government or contractor facility to be visited,;
state whether the proposed visit is initiated by the requestor or is by invitation of the facility
to be visited; if the visit is at the request of the facility to be visited, include the name and
telephone number of a person who has knowledge of the requirement.

(3) Inclusive date(s) of the visit; if authorization is requested for recurring visits,
indicate length of time, and the anticipated frequency of visits.

(4) The specific purpose of the visit. For example: if the visit is related to a valid
export license or sales contract, provide the title, name or subject of the contract, the
contract number or license number and date. If the visit is related to a government-to-
government cooperative agreement, or other government program, identify the agreement
or other documentation, as well as the date and title of the Government official whose
signature appears on the document. If the proposed visit is a commercial initiative, so
indicate and state the purpose.

(5) A description of subjects to be discussed at each location. identify any classified
information to be revealed by the visitor. Include the maximum level of classified
information to be discussed.

(6) The name and telephone number of a government or company official in the
requesting and host country who can provide additional information concerning the purpose
of the visit.

B (7) Full name of visitor/s, including nationality, passport or other identification
document number, date and place of birth, government agency or oompany represented
position, and level of security clearance.

(8) The name, address, telephone number, and telefax number of the government
or company security officer who can verify the security clearances.

C. Requests for approval of individual visits, or to establish an approved list for
recurring visits by Saudi nationals in connection with performance of classified contracts
within the United States, shall be submitted by MODA to-the Saudi Arabian Embassy in
Washington, D.C. The Embassy will forward the request to the applicable Defense Visits
Office listed below using the U.S. Foreign Visits System:

Department of the Army
Office of the Deputy Chief of Staff for Intelligence

~ Attn: Directorate of Foreign Liaison (DAMI-FL)
Washington, DC 20310-1040 USA
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Department of the Navy

Navy International Programs Office

Foreign Disclosure Control Division (Navy IPO-10)
Washington, DC 20350-5000 USA

Department of the Air Force _

Office of the Deputy Under Secretary of the Air Force
(international Affairs) ‘ ‘

Disclosure Division (SAF/IAD)

1010 Air Force Pentagon

Washington, DC 20330-1010 USA

Defense Intelligence Agency
Foreign Liaison Staff (FL-3)
Washington, DC 20301-6111 USA

(Note: The Defense Intelligence Agency processes visits to the Office of the
Secretary of Defense (OSD), the OSD Staff, Department of Defense Agencies,
and the Joint Staff.)

D. Requeésts for approval of a visit to facilities in Saudi Arabia shall include the
information contained in MSD-J2/5 Form 101 at Appendix A.

E. Requests for approval of individual visits, or to establish an approved list for
continuing visits by U.S. nationals in connection with performance of classified contracts
within Saudi Arabia, shall be submitted by the applicable U.S. department or agency to the
MSD,J2, through the USMTM of the United States Embassy in Riyadh.

F. By agreement between competent government security authorities visit
authorizations may be issued for recurring intermittent visits over an established period of
time, normally for the duration of the program or contract. A list shall be drawn up to
identify those individuals who have been authorized by the Parties to visit specific facilities
or establishments for the specified period of time. A copy of the approved list shall be
provided to security officials at each such facility or establishment. This authorization shall
be reviewed annually and may be renewed as necessary to support the specific contract or
program. Requests for visits in conjunction with the contract or program by individuals on .
the approved recurring visit list, shall be submitted in advance of each visit directly to the
designated security office of the government or contractor facility to be visited.

8. INDUSTRIAL OPERATIONS.
A. Genperal.

(1) DSS and MSD, J2 shall be the responsible security agencies within their
respective countries for administering the security provisions of classified contracts.




(2) The Parties shall ensure that no classified contract is placed, and thatno
classified military information or materiel is exchanged, until there is confirmation from the
other that the contractor involved has implemented the necessary security arrangements.

. {3) Firms which are determined by national security authorities to be under the
financial, administrative, or management control by nationals or entities of a third-party

. country may participate in a contract or subcontract requiring access to classified

information. However, nationals or other entities of third-party countries will not have
access to the classified information provided, or which is generated from such contracts or
subcontracts. If measures cannot be implemented to preclude access by nationals or other
entities of third-party countries, the permission of the originating country will be obtained
before permitting such access.

(4) For any facility wherein classified information is to be used, a person or persons
of sufficient rank will be appointed to effectively exercise responsibilities for safeguarding
the information. These officials will be responsible for limiting access to the information to
those persons who have the appropriate security clearance and an official need-to-know.

(5) Security arrangements for classified contracts placed with companies under the
jurisdiction of the other Party must conform to the security laws and regulations both of the
contracting Party and of the Party administering the security procedures.

B. Security Requirements Clause. Government agencies and contractors negotiating

a classified contract or subcontract to be performed within the other country shall
incorporate appropriate security provisions, in the request for proposal, contract, or
subcontract document. A copy of the request for proposal, contract or subcontract,
including the security requirements clauses, shall be furnished promptly through security

‘channels to the responsible government security agency above, to administer security

aspects of the contract. The following security clauses, as a minimum, shall be included in
all contracts and subcontracts awarded by either Party or its contractors to a contractor in
the other country:

(1) All classified information and materiel fumished or generated pursuant to this

- contract shall be protected in accordance with the following principles:

(a) The information or materiel shall not be released to a third country
government, person, firm or other third country entity without the pnor written approval of
the government that furnished the information or materiel;

(b) The information and materiel shall be provided a degree of protection
equivalent to that afforded it by the government that furnished the information or materiel;

and,

(c) The information and materiel shall not be used for other than the purpose for
which it was furnished without the prior wntten consent of the government that furnished

the information or materiel.




(2) Classified information and materiel furnished or generated pursuant to this
contract shall be transferred through government channels, or other channels specified in
writing by the governments, and only to persons who have an appropriate security
clearance and an official need for access for performance of the contract.

(3) Classified information and materiel furnished under this contract shall be marked -
- prior to release with a classification level designated by the appropriate security authorities
“of the government that furnishes the information, The recipient will mark the information
with its equivalent security classification markings and assure an equivalent degree of
protection.

{4) Information and materiel generated under this contract shali be assigned a
security classification as specified by the contracting government and shall be protected in
accordance with any security guidance provided by the contracting govemment and the

. laws and regulations of the government of the recipient.

(5) All cases in which it is known or there are grounds for suspecting that classified
information or materiel furnished or generated pursuant fo this contract has been lost or
disclosed to unauthorized persons shall be reported promptly and fully to the originating
government,

{6) Ciassified information and materiel furnished or generated pursuant to this
contract shall not be further provided to another contractor or subcontractor unless:

(a) A potential contractor or subcontractor who is located in the United States or
Saudi Arabia has been approved for access to classified information and matetiel by
govemment security authorities of the country in which the contractor or subcontractor is

located; or, :

(b) If located in a third country, prior written consent is obtained from the
government that originated the information.

(7) Upon completion of this contract, all classified information and materie! furnished
pursuant to this contract shalt be returned to the originator or be destroyed, according to
the instructions of the contracting government.

(8) No information concerning or derived from this contract may be made available.
to the public without the prior written consent of the contracting government.

(9) The recipient contractor shall insert terms that substantially conform to the

language of these clauses, including this clause, in all subcontracts under this contract that
involve access to classified information furnished or generated under this contract.

C. Classification Guidance.

(1) Government agencies or contractors awarding a classified contract or
subcontract in the other country, shall furnish the contractor or subcontractor a list of the
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items of classified military information or materie! pertaining to the contract, and all
applicable levels of classification for each. When the United States places a contract with a
company in Saudi Arabia, this information shall be set forth in a Contract Security
Classification Specification (DD Form 254) at Appendix B. When Saudi Arabia places a
contract with a company in the United States, MSD-J2/5 Form 102 at Appendix C shall be
completed. '

. (2} In any case, classified military information or materiel which is furnished in-
connection with the contract, or which is generated pursuant to the contract, must be
identified and assigned a proper security classification.

(3) Two copies of the U.S. Contract Security Classification Specification or the
contract security ctassification guidance and the applicable request for proposal along with
extracts of the contract or subcontract containing the security requirements clause, shall be
provided by the entity awarding the contract through its responsible government security
agency to the other responsible government security agency designated below, which shall
confirm receipt of the documentation: ‘

United States
~ Director, Defense Security Service
Attn: International Program Management Office
1340 Braddock Place
Alexandria, VA 22314 USA

di Ar:
Military Security Depariment, J2
Ministry of Defense and Aviation
Through:
Chief, USMTM Saudi Arabia
Unit 61300
APQO AE 09803-1300

D. Subcontracts. If a U.S. or Saudi prime contractor proposes to award a subcontract
within its own country and the subcontract involves classified information originated by the
other Party; the subcontract shall be subject to the security procedures prescribed by the
prime contractor's government. If a subcontract is awarded to a contractor under the
jurisdiction of the other Party the provisions of this Agreement shall apply. The placing of -
subcontracts in a third country requires prior approval of both Parties. |

E. Security Assurances.

(1) The Parties shall each furnish the other, when requested for official purposes,
information concerning the security status of facilities and individuals over which they '
exercise security jurisdiction. A favorable determination in either instance is referred to
hereafter as a "security assurance." The U.S. agency responsible for providing this
information is the DSS. The responsible Saudi Arabian agency is MSD, J2.




(2) DSS or MSD,J2 shall ascertain the clearance status and storage capability of
a facility within its jurisdiction when requested by the other agency and furnish written
certification concerning whether the facility has the requisite security clearance and
capability to store classified information. The assurance shall include the facility name, the
facility address (and mailing address), the city and country, and the name of the official at
the facility who is responsible for security. Additionally, the assurance shall state the
highest leve! of classified information authorized at the facility and the level of classnﬁed

- documents and materiel the facility is capable of safeguarding.

(3) If the security assurance provided is on a facility owned or controlled by an
~ entity of a third party country, the security assurance shall identify the extent and source of
such ownership or controi and indicate the steps that have been taken to preclude access
to classified military information or materiel by such entity. If a security assurance is
furnished on a third country person, the country of citizenship shall be indicated.

’ (4) DSS or MSD,J2 also shall ascertain the security clearance status of persons
when requested by the other agency and provide a written determination conceming the
individual's security clearance or eligibility for a clearance and level of clearance eligibility.
In either case include the level of clearance.

(5) If information develops about a facility or person, which raises a question
regarding their continued eligibility for access to classified military information or materiel,
the agency receiving the security assurance shail be promptly notified. Each Party
reserves the right to request the other to review the security assurance issued in behalf of a
facility or person, provided the requesting agency states justifiable reasons for the review.
The requesting agency shall be notified as to whether the security assurance is reaffirmed
or withdrawn following the review and shall be provided information to support that

decision.

(6) If a citizen of the United States has resided in Saudi Arabia, the DSS may
request the MSD,J2 to investigate activities of the person during that residence period and
provide the outcome of that investigation. If a citizen of Saudi Arabia has resided in the
United States, the MSD,J2 may request the DSS to investigate activities of the person
during that residence period and provide the outcome of that investigation. Requests for
investigations by one Party to the other will include a justification for the investigation.

(7) Either Party may at any time withdraw a security clearance that it has granted
to a citizen from the country of the other Party. If the Party withdrawing the security
clearance has received a security assurance from the other Party with regard to the person
from whom it is withdrawing the security clearance, it will notify the Party that provided the
assurance of the reasons for withdrawing the security clearance.

9. SECURITY AWARENESS. The Parties will use their best efforts to maintain a
continuing dialog on industrial security issues. The purpose is to create a more
comprehensive understanding of security measures in the United States and the Kingdom
of Saudi Arabia and the application of those measures that are suitable for the Kingdom
with regard to the security of classified information. Consistent with their national laws and
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regulations, MODA and DoD will make available to each other training courses on security
matters of mutual interest and will be given equal opportunity to participate in conferences,
seminars and exchanges of information on industrial security and other security of
information matters, -

10. EXPENSES. Expenses incurred by either Party in the implementation of security
measures under this Agreement shall not be subject to reimbursement between the two
Parties. The obligations of each Party under this Agreement are subject to the availability

of funds for such purposes.

11. MODIFICATION OF THE AGREEMENT. This Agreement may be amended at any

time by consent of the Parties. By mutual consent, one or more Appendixes may be made
to the Agreement from time to time. Both parties will consider such Appendixes as an

.integral part of the Agreement after signature.

" 42. TERMINATION. Either Party may terminate this Agreement by giving to the other

Party six months written notice. The Agreement will terminate after the passing of six
Hijrian months unless the Parties agree to withdraw the notification before thé termination
date. Upon termination of this Agreement, all classified military information or materiel
transmitted by either Party under the terms of this Agreement before termination shall
continue to be protected in accordance with the provisions contained herein. '

13. INTERPRETATION OF THE AGREEMENT. Disputes between the Parties arising

under or relating to this Agreement shall be resolved only by consultation between the
Parties at the lowest level possible and shall not be referred to a national court, an
international tribunal, or to any other person or entity for settlement.

14. LANGUAGE OF THE AGREEMENT. This Agreement is executed in duplicate

originals, one each in the English and Arabic language, each text being authentic.

15. ENTRY INTO FORCE. This Agreement shall enter into force upon the date of the last
signature.
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IN WITNESS WHEREOF, the duly authorized officials of the tWo Parties have
executed this Agreement in duplicate originals, one each in the English and Arablc
language, with each text being authentic.

FOR THE DEPARTMENT OF DEFENSE FOR THE MINISTRY OF DEFENSE AND |

OF THE UNITED STATES OF AMERICA AVIATION OF THE KINGDOM
OF SAUDI ARABIA

Slgnature . Signhature
NASSER A. At A RFAT

Peter F. Verga

Typed Name Typed Name
Deputy Under Secretary of Defense |
(Policy Support) CHISE, pric TARY INTELL. £ secud iy
Title Title
July 14, 2000 17/ 9 /2000
Date  Date
Washington, D.C. L RIYADM
Place Place
12
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[Praceding C: d to this follow-on contract.

Number) is f

5. 1S THIS A FINAL DD FORM 2547

t IYES

I l NO. It Yas, compluts tha failowing:

|n.ruponu to the contractor's reg dated . of the classifisd material is suthorized for the period
6. CONTRACTOR, | [~ ol arrdd G Entty ICAGE! Codel
= NAME ADDHESS, AND 2P CODE b. <oD ¢. COGNIZANT SECURITY DFFICE [Name, Adorets, and Zp Code}
7. SUBCONTRACTOR

NAME, ADDRESS. AND 2IP CODE B. CAGE CODE ZANT SECURITY QFFICE (Name, Address, and Zp Code]

¢ COGM.

8. ACTUAL PERFORMANCE

LOCATION

b. CAGE CODE c. COGMI CURITY OFFICE [Name, Address, and 2ip Codel

&9, GENERAL IDENTIFICATION OF THIS PROCUREMENT
ﬂ .

0. CONTRACTOR WILL REGUIRE ACCESS TO: ves | no

11. iN PERFORMING THIS CONTRACT, THE CONTRACTOR WILL:

YES

COMMUNICATIONS SECURITY ICOMSEC) INFORMATION

FACILITY OR A GOVEANMENT ACTIVITY.

o

L]
b, RESTRICTED DATA

. AECEIVE CLASSIFIED DOCUMENTS OMLY

CRITICAL NUCLEAR WEAPQN CESIGN INFORMATION

FORMERLY RESTRICTED DATA

b
€. RECEVE AND GENERATE CLASSIFIED MATERIAL
d. "FABRICATE, MODIFY, OR STORE CLASSIFIED HARDWARE

INTELLIGENCE WFORMATION

11] Sensitive Camp Information {SCH

12 Non-5C1 ;_qn__q bR ( o-msa secoumnv msrmm.muu csm'm
f. SPECIAL ACCESS INFORMATION h. " REQUIRE A COMSEL ACCOUNT

NATO INFORMATION . ‘.

1. HAVE TEMPEST REQUIREMENTS

T |e

FOREIGN GOVERNMENT INFORMATION

i . HAVE CPERATIONS SECURITY (OPSEC) REQLIREMENTS

i UMITED DISSEMINATION INFORMATION

x. ' BE AUTHORIZED TO USE THE DEFENSE COURIER SERVICE

. FOR QFFICLAL USE UMV INFORMATION

i L OTHEFI rSamfﬂ

OTHER IM

"D Form 25%, DEC 90 (EGT

* Pravious sditions are obsolste.

i

Designad using Purfir Pro, WHS/DIOR, Dec 94
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